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[1]. Ο βαθμός επικινδυνότητας είναι σύμφωνα με την κλίμακα Common Vulnerability Scoring System (CVSSv3), https://nvd.nist.gov/vuln-metrics/cvss 
[2]. Τα CVEs αποτελέσματα που εμφανίζονται στην ενότητα 1 διαθέτουν CVSSv3 score >= 7.0 και έχει γίνει μια επιλογή συστημάτων/υπηρεσιών ανάλογα με το πόσο διαδεδομένα είναι.
[3]. Τα CVEs που αφορούν Wordpress plugins θα εμφανίζονται σε ξεχωριστή ενότητα (1.1) σε περιόδους που η εμφάνισή τους είναι ιδιαίτερα αυξημένη.
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Ο πίνακας περιέχει websites από κατασκευαστές που προσφέρουν πληροφορίες σχετικές με ευπάθειες που εμφανίζονται στα προϊόντα τους. 
	Vendor name / Platform
	URL

	Wordpress
	Wordfence Intelligence Vulnerability Database API           https://www.wordfence.com/threat-intel/vulnerabilities/wordpress-plugins/
Scan your WordPress website,                                               https://wpscan.com/scan/   

	Oracle
	Critical Patch Updates, Security Alerts and Bulletins, https://www.oracle.com/security-alerts/ 

	Fortinet
	Fortinet products,                                                                          https://www.fortiguard.com/psirt 

	IBM
	Security bulletins,                                                                          https://cloud.ibm.com/status/security 
Research, Collaborate and Act on threat intelligence, https://exchange.xforce.ibmcloud.com/ 

	MS Windows
	The Microsoft Security Response Center (MSRC),              https://msrc.microsoft.com/update-guide/

	SAP
	SAP Security Notes,                                                  https://support.sap.com/en/my-support/knowledge-base/security-notes-news.html 

	Dell
	Security Advisories, Notices and Resources,                   https://www.dell.com/support/security/en-us 

	HPE
	HPE Security Bulletin Library,                                                   https://support.hpe.com/connect/s/securitybulletinlibrary 
Security Bulletins,                                                                          https://support.hp.com/us-en/security-bulletins  

	Cisco
	Cisco Security Advisories,                                                          https://sec.cloudapps.cisco.com/security/center/publicationListing.x 

	Palo Alto
	Palo Alto Networks Security Advisories,                              https://security.paloaltonetworks.com/ 

	Ivanti
	Security Advisory,                                                                           https://www.ivanti.com/blog/topics/security-advisory 

	Mozilla
	Mozilla Foundation Security Advisories,                              https://www.mozilla.org/en-US/security/advisories/ 

	Android
	Android Security Bulletins,                                                         https://source.android.com/docs/security/bulletin/asb-overview 

	Zyxel
	Security Advisories,                                                                       https://www.zyxel.com/global/en/support/security-advisories 

	D-Link
	Global Security Advisories, Responses, and Notices,  https://supportannouncement.us.dlink.com/ 

	Adobe
	Security Bulletins and Advisories,                                          https://helpx.adobe.com/security/security-bulletin.html 

	Siemens
	Siemens ProductCERT and Siemens CERT,                       https://www.siemens.com/global/en/products/services/cert.html 

	Splunk
	Splunk Security Advisories,                                                       https://advisory.splunk.com/ 
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